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Risk Management Policy 
 
Introduction 

Identifying and managing the possible and probable risks that an organisation may face over 
its working life is a key part of effective governance for Multi Academy Trusts of all sizes and 
complexity. By managing risk effectively, officers and trustees can help ensure that: 
 

 Significant risks are known and monitored, enabling Executive and Trustees to make 
informed decisions and take timely action; 

 The Trust makes the most of opportunities and develops them with the confidence 
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AST works to a framework of two key categories (shown below) to identify and classify risks. 
This allows the organisation to take into consideration both internal and external factors 
that can positively or negatively affect the organisation.  
 
A list of risks will be identified using a variety of techniques including data analysis, risk 
identification workshops, options appraisals and incident investigation among others. The 
Compliance KĨĨŝĐĞƌ�ǁŝůů�ŵĂŝŶƚĂŝŶ�ƚŚĞ�dƌƵƐƚ͛Ɛ�ZŝƐŬ�ZĞŐŝƐƚĞƌ͘� 
 
Risks will be categorised into the following framework on the Trust Risk Register:  
 

 Strategic  

 Tactical  
 
Assessment of Risk  
Likelihood x Impact = Risk profile (severity). Risks will be assessed on two core criteria:  
 

 Probability: the probability of the risk occurring  

 Impact: the positive or negative ramifications of the risk coming to fruition.  
 
Both criteria will be scored on the Risk Register, between 1 (the lowest) and 3 (the highest).  
When multiplied together, the total provides a qu3r[-4(t)-4(i)10(f)-4i(ab)-5l4( )-3(1)iTm
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Risk response  
The risk owner will then coordinate activities to ensure the successful implementation of 
the strategy and will remain responsible for effective communication throughout the 
implementation phase. 
 
Risk Register Review 

 The Strategic Risk Register is reviewed by the Audit and Risk Committee at each 
committee meeting. 

 The strategic and tactical risk registers are reviewed on a monthly basis. 
 
Escalation  

The Trustees should:  

 know about the most significant risks facing the organisation through owning and 
monitoring of the Risk Register;  

 ensure appropriate levels of awareness throughout the organisation;  

 know how the organisation will manage a crisis;  

 know the importance of government and stakeholder confidence in the company;  

 be assured that the risk management process is working effectively; and  

 publish a clear risk management policy covering risk management philosophy and 
responsibilities.  

 
Executive Leaders and Principals should:  

 be aware of risks which fall into their area of responsibility, the possible impacts 
these may have on other areas and the consequences other areas may have on 
them;  

 have performance indicators which allow them to monitor the key business and 
financial activities, progress towards objectives and identify risk which require 
intervention;  

 report systematically and promptly to the Compliance Officer and Trustees any 
perceived new risks or failures of existing control measures. 

 
Individuals should:  

 understand their accountability for individual risks;  

 understand how they can enable continuous improvement of risk management 
response;  

 understand that risk management and risk awareness are a key part of our culture; 
and  

 report systematically and promptly to senior management any perceived new risks 
or failures of existing control measures.  

 

 


